


For MSPs (Managed Service Providers) using the
Datto Remote Monitoring and Management

(RMM) tool, ESET provides a state-of-the-art
plugin to connect Datto RMM directly with
ESET antimalware solutions for endpoints.

DEPLOYMENT COMPONENT

TASK COMPONENT

ESET Direct Endpoint Management plugin
for Datto RMM offers MSPs a wide range

of functionality, from fast installation and
deployment, to policy and alert management,
allowing for a very high level of automation.
Last but not least, there's no need to install
any additional cloud or on-premise console
as the plugin works from Datto RMM and
communicates directly with endpoints.

MONITORING COMPONENT

SYSTEM REQUIREMENTS

v ESET Endpoint Antivirus for Windows and macOS

v ESET Endpoint Security for Windows

v ESET File Security for Microsoft Windows Server

v ESET Mail Security for Microsoft Exchange Server

1. AUTOMATICALLY SCAN A DEVICE
AFTER THREAT DETECTION

2. ENSURE CONTINUOUS
PROTECTION

FAST DEPLOYMENT

QUICK LEARNING CURVE

3. ENSURE DETECTION DEFINITIONS
UPDATES

4. ENFORCE CONFIGURATION

BEST PLUGIN FUNCTIONALITY

SAVE TIME AND MONEY
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ESXiHost & Unknown
Operating System

Microsoft Windows 10 Enterprise 10.0.14393

Microsoft Windows 10 Enterprise N 10.0.10240

Microsoft Windows Server 2016 Datacenter 10.0.14393

Microsoft Windows 10 Enterprise 2016 LTSB 10.0.14393

Microsoft Windows 7 Enterprise 6.1.7601
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Run the Component Monitor [ ESET Direct Endpoint Management - Monitor ] configured with the

following Variables:

ACCEPT_EULA - |ACCEPT @
MONITOR PROTECTION @
(st o 1] ©

SEVERITY

and excuted every [0 ]:[1_ (hrs : mins)

Alert Details

Raise an alert of priority

Auto Resolution Details

After 1minute v | resolve the alert i tis no longer applicable.
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